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Trend Micro™ TippingPoint™ 

Threat Protection System 
Release Notes 

Version 6.4.1 

 
 

To ensure that you have the latest versions of product documentation, visit the Online Help Center. 

 

 
Important notes  
 
This release is supported on 1100TX, 5500TX, 8200TX, 8400TX, 8600TXE, 9200TXE, and vTPS devices. 

• If you are upgrading from an earlier, nonsequential TOS, refer to the release notes of any interim releases 

for additional enhancements.   

• TPS devices running TOS v5.5.4 or earlier and all TX-Series devices must first migrate to v5.5.5 before 

upgrading to v6.4.1. Learn more.  

• This release ships with Digital Vaccine (DV) versions 3.2.0.9972 and 4.0.0.9972. 

• Use SMS v6.4.0 and later to manage a TPS device with this release.  
 

 

  

https://docs.trendmicro.com/en-us/documentation/threat-protection-system/
https://success.trendmicro.com/dcx/s/solution/TP000071913?language=en_US
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Release Contents 
 

 
Description 

 
Reference 

An issue that caused the system to hang when upgrading devices from 6.3.0 to 6.4.0 has been 
fixed. 
 

TIP-134334 
PCT-53388 

This release fixes an API timeout issue that occurred when retrieving topN data from the 
appliance for an RRD graph. This resulted in system log errors and a dip in the RRD graph 
corresponding to the scheduled distribution time. 
 

TIP-134044 

This release addresses mismatched data types in SNMP between the MIBs file and TPS 
output. 
 

TIP-133940  

An issue that caused the TPS external disk to fill up prematurely with telemetry package files 
has been fixed. 
 

TIP-133938 
PCT-45160 

The delete trust default-ca command has been fixed so that default CA certificates 

can be disabled for inbound SSL Inspection when building the certificate chain. Any default CA 
certificates that were previously disabled using the command will now be removed as 
expected. 
 

TIP-133938 
PCT-50233 

This release fixes a distribution issue for domain reputation profiles that, in some cases, would 
time out and require a factory reset to resolve. 
 

TIP-133507 

This release fixed a slow memory leak issue in the connection monitor daemon, which lead to 
layer 2 fallback. 

PCT-59952 

TIP-131534 

 
 
 
 

 
Product support 
 
For assistance, contact the Technical Assistance Center (TAC). 
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